Privacy/Security Policy

This site is operated by the Young Ladies Radio League, Inc. (hereafter referred as "the operator or YLRL"), a registered Non-Profit in the USA. Our website address is https://www.ylrl.org

The operator recognizes that respecting user privacy over the Internet is of utmost importance.

This privacy statement is designed to provide information about the privacy and data collection practices for the ylrl.org site.

Identifying Information

In general, you can visit the site without telling us who you are or providing any information about yourself. In some areas of the site, we ask you to provide information that will enable us to process an order, offer services that require registration, assist you with technical support issues or to follow up with you. Generally, the operator requests identifying information when you:

1. Register at our website.
2. Place an order.
3. Provide feedback to an online survey or tell us about an idea or suggestion.
4. Submit a form or registration.
5. Make a donation.

In these instances, YLRL will ask for your name, address, e-mail address, phone number and other appropriate information needed to provide you with these services. In all instances, if you receive a newsletter or other mailing from us, you will always be able to "unsubscribe" to these mailings at any time.

Do we use ‘cookies’?

Yes. Cookies are small files that a website or its service provider transfers to your hard drive through your Web browser (if you allow) that enables the site’s or service provider’s systems to recognize your browser and capture and remember certain information.

For instance, we use cookies to help us remember and process the items in your shopping cart. They are also used to help us understand your preferences based on previous or current site activity, which enables us to provide you with improved services.

We also use cookies to help us compile aggregate data about site traffic and site interaction so that we can offer better site experiences and tools in the future.

You can choose to have your computer warn you each time a cookie is being sent, or you can choose to turn off all cookies. You do this through your browser settings. Since each web
browser is a little different, look at your browser’s Help Menu to learn the correct way to modify your cookies.

**Data Security**

We use regular Malware Scanning.

Your personal information is contained behind secured networks and is only accessible by a limited number of persons who have special access rights to such systems and are required to keep the information confidential. In addition, all sensitive/credit information you supply is encrypted via Transport Layer Security (TLS) also commonly known as Secure Socket Layer.

We implement a variety of security measures to maintain the safety of your personal information, i.e. when a user places an order; enters, submits or accesses their information.

**Contact Forms**

We store user input data sent through the contact forms on this website, along with meta information about the submissions, including the time stamp, the origin IP address and the user agent (browser).

We use the contact form to manage contact form submissions. The information is sent as email messages that only a select few are allowed to access. The information is also stored in the database on our hosting server for backup and later reference purposes.

We don’t set a particular time limit on storing information because we need it for future reference. If you want your information to be removed from our database, please contact us. We will remove it anytime there are concerns about your privacy.

We do not share information with other parties, although we do use some WordPress plugins on this website that may pass data, including personal information, to external servers to process, such as Akismet Anti-Spam or Jetpack by WordPress.com.

**What we will do with your information.**

If you choose to give us personal information for any of the purposes above, this information is retained by the operator and will **only** be used by the operator to support your customer relationship with us.

**We will not add you to a mailing list, or newsletter without your explicit registration for such service.**

We will only contact you if further information is required from you to complete a service.
What Others May Do With Your Information.

We do not share, rent, or sell any personally identifying information provided through our site to any outside organization for use in its marketing or solicitations.

Non-Identifiable Information

We will not share aggregate information about our members and our web site visitors to any advertisers, business partners, and other third parties.

How does our site handle Do Not Track signals?

We honor Do Not Track signals and Do Not Track, plant cookies, or use advertising when a do not track (DNT) browser mechanism is in place.

Does our site allow third-party behavioral tracking?

It is also important to note that we do not allow third-party behavioral tracking through third-party analytic tracking software. No personally identifiable information is tracked as your IP address is "anonymized".

Online Shopping

The online store is designed to give you options concerning the privacy of your identifying information. If you choose, you can set up an account. This will allow you to have a customized order page for express ordering and to view your purchasing history. To protect your privacy, we have designed the sites to include certain steps to verify your identity before granting you access or enabling you to make corrections in an account. You will always have access to this account information and can view it, update it or correct it at any time. To access your information, you will need to use a password.

When purchasing products through our web site, the order form will also ask you to provide a daytime telephone number. However, the telephone number is only used to quickly resolve questions relative to an order, such as to clarify customer email addresses that are inactive or entered incorrectly.

Credit card information stored within our system is encrypted. Should any information need to be displayed, the account number is masked and will only show the last four numbers.

Third Party Links

Our website does provide links to other sites. Other Internet sites and services have separate privacy and data collection practices. Once you leave Young Ladies Radio League, Young
Ladies Radio League cannot control, and has no responsibility for, the privacy policies or data collection activities at another site.

**Children's Privacy Protection**

We are sensitive to the heightened need to protect the privacy of children under the age of 18. YLRL does not knowingly collect data from children and, if we learn that we have received personal data from a child, we will remove this information from our database.

**Changes to this Policy**

We may from time to time revise this privacy policy. You should therefore periodically visit this page, so you are aware of any such revisions. We will not, however, use your existing information in a manner not previously disclosed. You will be advised and have the opportunity to opt out of any new use of your information.

**Contacting Us**

If you have any questions about our privacy policy, or the practices of our web site, you can email us at president@ylrl.org or contact us via our online contact form.

**Credit Card Security**

We know customers are concerned about credit card security. You have one choice for using credit cards when purchasing/joining from us.

- Use your PayPal account, in which case your personal credit card information is not provided to us.
- You may also mail your payment in via USPS.

Our entire website uses a TLS (formerly known as SSL) technology from start to finish to protect you and your information.